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WELCOME

- Welcome!
- Q & As at end of presentations
- Slides and recording will be available on the GPQIN website: Calendar > Past Events
  http://greatplainsqin.org
- Utilize chat for questions and sharing
Social Media: Reputation Management
What You need to Know

Heather Annolino, RN, MBA, CPHRM
Director, Risk-Quality-Safety Consulting Services
Clarity Group, Inc.

Objectives

• Look at the current state of social media in healthcare
• Define social network, social media and its forms
• Awareness of social media guidelines and pitfalls
• Identify strategies to effectively manage social media to avoid Privacy/HIPAA violations
Define Social Media

• Social networks are a group of people linked to each other by one or more common attributes, such as family, friendships, interests, career, industry, etc.

• Social Media are the tools:
  • Blogs - group of authors can post articles that encourage feedback, open ended interaction between the author and reader; oldest form social media.
  • Microblogs - similar to blogs except posts come with limits in length; Twitter is an example.
  • File-sharing sites - emphasize sharing files of various media; YouTube or Flickr are examples. What unifies them is idea of social element that invites user feedback by comments or sharing of files.

https://www.ncbi.nlm.nih.gov/pmc/articles/PMC4103576/
Interesting

- A June 2010 report Nielsen Company estimated social media use accounted for nearly a quarter of all Internet time
- 60% doctors believe social media can ‘enhance’ quality of patient care
- Pediatricians and family physicians might have the advantage—parents look to Facebook and Twitter for advice on health related topics
- Worldwide there are over 1.86 billion monthly active Facebook users
- Ages 25-34, 29.7% of users of Facebook
- 2 billion views per week for YouTube

Useful Tool?

- Success stories
- Better serving patients
- Increase brand awareness
- Promote community health
- Extension public relations plan
- Community outreach and engagement
- Staff recruitment
- Teaching tool
- Emergency Announcement
Outreach, Education and Research

• Mayo Clinic has pioneered the application of social media to promote health, fight disease and improve healthcare with its Center for Social Media
  • 450,000+ followers on Twitter
  • 300,000 connections on Facebook
  • Popular channel on YouTube
  • Free app on iTunes to connect with others with similar interests

• Kaiser Permanente helps connect public to reputable sources of healthcare information and online communities in nearly 50 categories
  • Recruiting for clinical studies

New Channels/New Risks

• HIPAA/Patient Privacy
• Regulatory policy enforcement
• Cybersecurity threats
• Fraud and abuse
• Litigation
Social Media Use in Healthcare

- **Facebook** - physician profiles, question and answer, links to websites
- **Twitter** - daily wellness tips, seminar announcements and quotes, discussion of procedures
- **LinkedIn** - recruitment, human resources, professional forums
- **YouTube** - patient stories, disease information

This information is provided for educational purposes only and should not be construed as financial, medical and/or legal advice. Specific questions regarding this information should be addressed to local advisors and legal counsel.

© 2017 Clarity Group, Inc.  All rights reserved.
Friend or Foe

• Privacy and HIPAA violations
• Blurring lines between professional and personal relationships
• Violating employee privacy
• Denying job candidates or terminate employment because of on-line posting
• Physician licensing
• Liability for employee posts on business

Dispel the Myths on Disclosure of Patient Identifiers

• Commenting on a friend's Tweet can be risky
• Posting controversial comment on Facebook
• MySpace page details given
• Pictures on Facebook
AMA Guidelines

- Be aware of standards for patient privacy/confidentiality; ensure appropriate protection for transmitting
- Use privacy settings to safeguard information; these are Not absolute
- Maintain appropriate boundaries of patient-physician relationship
- Report unprofessional posting
- Do not post identifiable information about clients, patients or affiliate care providers
- Avoid searches on people that you relate with professionally
- Create separate business and professional pages in social media

Nursing Council of State Boards of Nursing Social Media Guidelines

- Nurses must recognize they have an ethical and legal obligation to maintain patient privacy and confidentiality at all times.
- Nurses must not transmit, by way of any electronic media, any patient-related information or image that is reasonably anticipated to violate patient rights to confidentiality or privacy or to otherwise degrade or embarrass the patient.
- Nurses must not share, post, or otherwise disseminate any information, including images, about a patient or information gained in the nurse-patient relationship with anyone unless there is a patient care related need to disclose the information or other legal obligation to do so.
Nursing Council of State Boards of Nursing Social Media Guidelines

- Nurses must not identify patients by name, or post or publish information that may lead to identification of a patient. Limiting access to postings through privacy settings is not sufficient to ensure privacy.
- Nurses must not refer to patients in a disparaging manner, even if they are not identified.
- Nurses must not take photos or videos of patients on personal devices, including mobile devices.
- Nurses must maintain professional boundaries in the use of electronic media.

Nursing Council of State Boards of Nursing Social Media Guidelines

- Nurses must consult employer policies or an appropriate leader within the organization for guidance regarding work-related postings.
- Nurses must promptly report any identified breach of confidentiality or privacy.
- Nurses must be aware of and comply with employer policies regarding use of employer-owned computers, cameras, and other electronic devices and use of personal devices in the workplace.
- Nurses must not make disparaging remarks about employers or coworkers.

Conflict with NLRB and Social Media Policies?

National Labor Relations Act (NLRA) applies to all employees, protects concerted activity which includes an employees’ ability to form, join or assist a union; choose representatives to bargain with the company on their behalf; act together with other employees for mutual benefit an protection.

- Recently, 2015, NLRB held Whole Foods Market, Inc. the company’s no recording policy unlawfully restrained employees’ Section 7 rights.
- Specifically, employer may not prohibit employees from recording the following: protected picketing, unsafe equipment or workplace conditions, discussions with others about terms and conditions of employment, inconsistent application of employee rules and recordings that preserve evidence for later use in administrative/judicial forums in employment-related actions.

Conflict with NLRB and Social Media Policies

The NLRB upheld a recording restriction implemented to protect patient privacy. It ruled the hospital’s policy prohibiting recording images of patients, hospital equipment, property or facilities was lawful because “the privacy interests of hospital patients are weighty” and the hospital had a “significant interest in preventing wrongful disclosure of individually identifiable health information.”
Takeaways

• Review and revise no-recording and social media policies to ensure that they are narrowly tailored to protect patient privacy and the disclosure of PHI.

• Be sure that the policies clearly explain that any restrictions on workplace recordings are due to patient privacy and HIPAA obligations and are not intended to infringe upon employees’ Section 7 rights.

• Consult with counsel to have the social media policies reviewed. Law in this area is changing.

• Consult with counsel before disciplining an employee for making a workplace recording or posting patient information on social media.

Employment Actions

• Discrimination

• Harassment

• Wrongful termination

• Leaking proprietary/or confidential information
HIPAA Violations Based on Common Misconceptions

- Mistaken belief that communication is private
- Mistaken belief that content has been deleted or no longer accessible
- Mistaken belief that the site is private
- Mistaken belief that there is no breach if no patient name is disclosed
- Mistaken belief by employees that disclosure on their own social media networks is not actionable

Solitary use of the Internet, even while posting to a social media site, can create an illusion of privacy.

Case Example

As a registered nurse for more than 20 years, Jane knew the importance of safeguarding a patient’s privacy and confidentiality. One day, she used her personal cell phone to take photos of Claire, a resident in the group home where she worked. Jane received permission from Claire’s brother to take the photo since she was unable to give consent due to her mental and physical condition. That evening, Jane ran into William, a former employee of the group home. While catching up, she showed William the photo of Claire and discussed her condition with him. The administrator of the group home later learned of Jane’s actions and terminated her employment for breach of confidentiality.

Potential Consequences

Potential consequences for inappropriate use of social and electronic media by nurses vary. Consequences depend, in part, on the particular nature of the nurse’s conduct.

- Instances of inappropriate use of social and electronic media may be reported to the BON.
- Laws outlining the basis for disciplinary action by a BON vary between jurisdictions.

- Depending on the laws of a jurisdiction, a BON may investigate reports of inappropriate disclosures on social media sites by a nurse on the grounds of:
  - Unprofessional conduct;
  - Unethical conduct;
  - Moral turpitude (defined as conduct that is considered contrary to community standards of justice, honesty or good morals);
  - Mismangement of patient records;
  - Revealing a privileged communication; and
  - Breach of confidentiality.
Risk Management Considerations

Training

• Educate staff on appropriate use of social media using real life examples
• Regularly test staff on policy comprehension
• Consider a certification type program for those authorized to use social media on behalf of the organization
• Define authorized users through a social media plan
• Policies should clearly address whether and how photos of patients can be taken and used
• Training should address consequences of violating patient privacy
• Document HIPAA privacy training
• Policies to address reputation management
Training

• Responding to complaints about care received, specific staff persons, amenities, billing practices, or any other aspect of the organization
  • Staff should be instructed not to try to solve problems through social media
  • Reply to the complaint by acknowledging it and inviting user to contact facility through established mechanism
  • Maintain courteous, professional attitude
• Understanding of what management users can recommend or ‘endorse’ on sites such as LinkedIn
• Ensure education on types of competitive knowledge that cannot be shared via social media

Training

• Education using scenarios and potential impacts
• Provide examples of what is permissible and what is not

Your employees are your brand, their behavior online may reflect on the organization
**Training**

Patient posts on hospital’s Facebook page, “XYZ Hospital is terrible! They show no compassion for their patients who are in pain. My back is killing me for months and they just keep throwing narcotics at me instead of getting to the root of the problem!”

“Return for a re-evaluation of your back free of charge” versus

“We invite all patients to contact our Patient Advocate to communicate concerns.”

---

**Risk Strategies**

- Establish policies to address who can access social media
- Develop workflows to approve content before it is posted
- Develop and regularly test a crisis management plan
- Develop process for responding immediately to complaints related to social media
- Actively monitor your sites that your organization monitors
- Regularly train employees on recording/social media policies and on HIPAA compliance
- Review and revise policies annually for protecting patient information as pertains social media
Create a Committee

• Create a cross-functional committee to develop your Social media Plan and Guidelines:
  • Risk Management
  • IT
  • Corporate communication/marketing
  • Corporate compliance
  • HR
  • Corporate counsel
  • Frontline staff

Include all generations!

Social Media Plan

• Observe and follow the social media plan that outlines the organization’s goals and intended audience in using social media
• Define which staff other than the accountability group or individual may participate in the organization’s official social media
• Identify which social media tools are being used to support the various goals listed in the social media plan
Risk Considerations

• Organizations are responsible for employees disclosing any individual identifiable health information through any platform
• Fast-paced nature and informal structure social networking sites
• Defense and plaintiff attorneys will see if patient’s social media use invalidates claims
• Destruction of professional image

Conclusion

Privacy
Reputation
Medical Liability
Employment Issues
Social Media
RESPONDING TO VACCINE MISINFORMATION ON SOCIAL MEDIA

Kylie Hall, MPH
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The Problem

How do we respond?
Understand that there’s a spectrum

- Most people are vaccinated and believe vaccines are safe
- A SMALL percentage of people do not vaccinate at all
- Some people who post anti-vaccine articles are not “anti-vaccine”
  - They may just have questions (about one vaccine or multiple vaccines)
  - It’s hard to know which sources are reliable

Find common ground

- Find a point that you can agree on
  - “Vaccine safety is important to me, too.”
  - “We all want what is best for our kids.”
- Acknowledge any truths that are present in their claim.
  - “Vaccines do contain formaldehyde, but it is less than what is found in a pear or in the human body naturally.”

Be concise.

- Address their points of concern.
- Sometimes it is easiest to refute the claim bluntly – or post a link!

- Snopes
  - Dosage of Reality-Claim is based on misinformation

- Skeptical Raptor
  - Diane Harper, lead Gardasil researcher – what are the facts?
Use storytelling

- Vaccines have become a victim of their own success
- Remind people how serious these diseases are, and why we want to prevent them
  - Videos from Texas Children’s Hospital and ShotbyShot.org
- Emotions can help or hurt you.

- Use yourself as an example!
  - I get my flu shot every year! Now that I have a 4-month old, it’s even more important to make sure he’s protected!
  - My kids have all received the HPV vaccine.

Remember – there’s an audience!

- Be respectful!
- Do not name call.
- Use credible resources.
- Be honest.

Know when to respond, walk away, or end the conversation

- Pick your battles.
- Bow out gracefully.
  - “We are going to have to agree to disagree today. But I hope we can continue this conversation in the future.”
Example #1: Organizational Post

Family Health Associates

“It’s not too late to get your flu shot! We have walk-in appointments available Monday-Friday.”

Response from John Doe:

“I refuse to get my flu shot. It’s not effective and I always feel sick after getting it. NO FLU SHOT FOR ME OR MY FAMILY!!”

How should you respond?

Response

Response from John Doe:

“I refuse to get my flu shot. It’s not effective and I always feel sick after getting it. NO FLU SHOT FOR ME OR MY FAMILY!!”

Response from Family Health Associates:

“Hi John. Family Health Associates recommends that everyone, age 6 months and older, get a flu shot this year.

While science has proven that this vaccine is not 100% effective, it’s the best way to prevent against the flu and related complications.

We also know that some people will have mild reactions to the vaccine, which may include the symptoms you are describing or be due to other seasonal illnesses. But rest assured, the flu vaccine cannot give you the flu, as it’s made with an inactivated flu virus!

If you have questions, we recommend you call our office, make an appointment, and talk to a healthcare professional!”
Example #2: A Friend’s Post

Jane Doe
“I’m so glad I never got this vaccine for my kids. It has caused young girls to die! Be aware!!!!”

How should you respond?

Response

Response Options:

“The girl in this story died from other causes, which weren’t mentioned in this article. Here’s a link for you with more information on this story: https://www.snopes.com/girl-dies-gardasil-hpv-vaccine/”

“I’ve seen stories like this floating around, and as someone who works with vaccines often, I sought out more information. It turns out this girl died of other causes. I’ll post a link with more information below so you can read about it. With so much misinformation out there, it’s hard to know what to believe! https://www.snopes.com/girl-dies-gardasil-hpv-vaccine/”
Share a positive message today!

References

• [https://www.voicesforvaccines.org/podcast/](https://www.voicesforvaccines.org/podcast/)
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